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1. Overview 
Email classification is a way of labeling or categorizing emails based on their intended audience and 
sensitivity of the information contained within them. According to IT asset management policy Saudi 
Net Link has several classification levels: Public, Internal use only, Restricted, and Confidential. 

2. Email Classification 
a) Public 

Public emails are intended for a wide audience and contain information that can be shared 
freely with anyone, both within and outside the company. These emails typically contain 
general announcements, and non-sensitive information that can be disclosed publicly. 

b) Internal use only 
Internal use only emails are meant for internal communication within the company. They 
contain information that should not be shared with external parties. These emails often 
include discussions, updates, and documents relevant to the company's operations and are 
not intended for public dissemination. Please review the SNL Information classification 
procedures. 

c) Restricted 
Restricted emails are highly sensitive and contain classified or legally protected information. 
These emails are subject to strict access controls and should only be shared with a limited 
group of individuals who have the highest level of authorization. Please review the SNL 
Information classification procedures. 

d) Confidential  
Confidential emails contain sensitive information that should be handled with care and 
restricted to authorized recipients. These emails may contain personal, financial, or 
proprietary information that requires protection from unauthorized access or disclosure. 
Confidential emails should only be shared with individuals who have a legitimate need to 
know. Please review the SNL Information classification procedures. 

It is essential to follow the email classification guidelines set by the company and exercise caution 
when handling emails of different classifications to maintain data security and confidentiality. 

3. Guidelines for Classification 
a) Email classifications must be written by hand before the greetings word.   
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b) The signature and footer will be set automatically when you send a new email, but the classification 
must be done manually.  

c) The email should reach the end destination in the same manner as presented below. 

 
 
 


